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Die beiden Standards ISO 27001 und ISO 27002 haben in der Informationssicherheit einen hohen
Stellenwert. Nach langerer Zeit wurden sie aktualisiert und an aktuelle Fragestellungen und Probleme
angepasst. Dabei wurden nicht nur kleinere Erganzungen und Streichungen vorgenommen, sondern die
komplette Struktur des MalRnahmenkatalogs des Anhangs A der ISO 27001 verandert.

Nutzen

In diesem Seminar lernen Sie die Anderungen der Standards gegentiber den Vorgéangerversionen kennen
und konnen beurteilen, wie Sie ein Informationssicherheits-Managementsystem an die neuen
Anforderungen anpassen und ein Audit sicher vorbereiten kdnnen.

Zielgruppe

Verantwortlicher in der Informationssicherheit wie [T-Security-Beauftragte, -Manager, Auditoren, CISOs,
Risikomanager:in, IT Awareness Beauftragte

Voraussetzungen

= Kenntnisse der ISO 27001/27002 auf dem Level der Schulung IT-Security-Beauftragter mit Abschluss
oder vergleichbarer Schulungen.

= Praktische Erfahrungen in einer Rolle als Informationssicherheitsverantwortliche:r.
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Inhalte des Seminars

=  Anderungen der Standards 1SO 27001/27002 gegeniiber den Vorgdngerversionen

= |ntelligenter Einsatz der neuen Attribute zur Erzeugung von organisationsspezifischen Sichten auf die
Malnahmen der Standards

= Praxisorientierte Vorgehensweisen bei der Implementierung der neuen Mallnahmen zu den Themen
- Threat Intelligence
- Cloud Services
- Business Continuity
- Physical Security Monitoring
- Configuration Management
- Information Deletion
- Data Masking und Data Leakage Prevention
- Monitoring und Web Filtering

- Secure Coding

Konkrete Migrationsstrategien zum Wechsel auf den neuen Standard

Auswirkungen auf zuktnftige Audits und Zertifizierungen

Wichtige Hinweise

Dieses Seminar wird anerkannt fir die Rezertifizierung fur
= |T-Security Beauftragte (TUV)

= |T-Security Beauftragte fur Energieversorger (TUV)

» |T-Security Manager (TUV)

= |T-Security Auditor (TUV)

= Informationssicherheitsbeauftragter fir TISAX® (TUV)

Terminubersicht und Buchung

Buchen Sie lhren Wunschtermin jetzt direkt online unter https://akademie.tuv.com/s/31119 und
profitieren Sie von diesen Vorteilen:

= Schneller Buchungsvorgang
= Personliches Kundenkonto

= Gleichzeitige Buchung flr mehrere Teilnehmer:innen

Alternativ konnen Sie das Bestellformular verwenden, um via Fax oder E-Mail zu bestellen.
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