
Information Security-Awareness Serious Game zu
Informationssicherheit.

Gut geschulte Mitarbeiter sind die beste
Verteidigung

 Seminar  Jederzeit verfügbar  Teilnahmebescheinigung

 E-Learning  1 Unterrichtseinheiten  Online durchführbar

Seminarnummer: 31181

Stand: 14.02.2026. Alle aktuellen Informationen finden Sie unter https://akademie.tuv.com/s/31181

Der sensible Umgang mit internen Informationen ist für jedes Unternehmen von essentieller Bedeutung.
Die auf Informationssicherheit bezogenen Unternehmensrichtlinien werden von Mitarbeitern oftmals
nicht nachhaltig im Arbeitsalltag umgesetzt. Das Serious Game unterstützt Sie spielerisch dabei, das
benötigte Wissen zu festigen um Ihre Unternehmensinformationen zielführend zu schützen.

Nutzen

Zielgruppe

Privatpersonen und Mitarbeiter aller Ebenen und Fachbereiche

Fach- und Führungskräfte

Unternehmen die Informationssicherheit, DSGVO, ISO27001, BSI-GS betreiben und Awareness
forcieren wollen

Inhalte des Seminars

akademie.tuv.com
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Das Serious Game unterstützt Mitarbeiter sowie Führungskräfte bei der Festigung der
Richtlinienkenntnisse zur Informationssicherheit und vermittelt dem Nutzer den korrekten Umgang mit
empfindlichen Daten. Statt klassischem Lernvideo werden die Nutzer hier selbst aktiv.

■

■

■

Sichere Passwörter vergeben

Sicheres WLAN einrichten

Sicherer Umgang mit PC

■

■

■

https://akademie.tuv.com/s/31181
https://akademie.tuv.com/


Terminübersicht und Buchung

Buchen Sie Ihren Wunschtermin jetzt direkt online unter https://akademie.tuv.com/s/31181 und
profitieren Sie von diesen Vorteilen:

Schneller Buchungsvorgang

Persönliches Kundenkonto

Gleichzeitige Buchung für mehrere Teilnehmer:innen

Alternativ können Sie das Bestellformular verwenden, um via Fax oder E-Mail zu bestellen.
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Sorgfältiger Umgang mit Dokumenten und Informationen

Fragen an den IT-Helpdesk richtig adressieren

Umgang mit Betriebsgeheimnissen

Unterwegs mit Firmen-Inventar

Hotspots nutzen

Umgang mit Browser-Attacken

VPN-Zugang richtig nutzen

Phishing-Mails erkennen

Umgang mit infizierten Rechnern
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